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RACS REDCAP MFA CONFIGURATION AND USE 
 

This document describes how to enrol and use Multi-Factor authentication (MFA) to access the RACS 

REDCap service. https://redcap.surgeons.org/. RACS will shortly commence deploying MFA to all 

REDCap accounts to further protect our REDCap system and information.  

 

Enrolling for MFA is a quick and secure process that can be performed only after you successfully 

logon to our REDCap system. Once logged on, the instructions below explain how to activate MFA to 

secure your REDCap account. Once activated, MFA will be required each time you logon to REDCap. 

 

Before commencing enrolment, please ensure that you have access to the email account that you 

use to login to RACS and have access to your mobile phone.   

 

STEP 1. Google Authenticator.  

 

On your mobile phone or tablet please ensure that you have the Google Authenticator app installed. 

 

The Google Authenticator app is available on the Apple Apps Store  

 
 

Or on the Android Play Store 

 

 
 

 

 

  

https://redcap.surgeons.org/
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STEP 2. Login to REDCap.  

 

Login to REDCap using your normal username and password. 

 

 
 

 

STEP 3. Complete the MFA registration process.  

 

After Login, you will be prompted to complete the initial enrol. Select Email to receive your initial 

enrolment code. The initial code will be sent to the email address registered in our REDCap system. 
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Selecting this option will send a confirmation code to the email address you used to login. Please 

check your email inbox to receive the code. The email subject will be “REDCap 2-step login”. 

When you have selected the second option, you will receive the below prompt.  
 

 
 
 

Please paste the code into the below box and click submit. 
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STEP 4. Enforce Microsoft Authenticator as the default MFA provider.  

 
To setup google authenticator, you will need to modify your user profile setting by clicking on 
“Profile” in the top right corner of the screen.  
 
 
 
 
In the edit your User Profile screen, click on Set up Google Authenticator or Microsoft Authenticator 
for two-step login. 
 

 
 

Once the above user profile setting you will no longer receive verification codes via email. 

 

STEP 5. Completed.  

 

Thank you for helping us secure your REDCap account. At each login you will now be required to 

enter the MFA code generated by the Microsoft Authenticator app on your phone to login.  

 

 

 

 

 

 

 

 

 

 


